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In this document we propose contents for the O&M configuration and co-ordination section of  TR R3.012 V.0.1.1, Sections 6.3.4., 6.4.3, 6.5.4, 6.6.4 and Section 6.7.4. 

6.3.4 O&M configuration and co-ordination

In this solution, it should be possible to configure the SAG access information in the UTRAN per cell (for cells which have different access rights for different users), and the SAG-member information mapping tables in every MSC/SGSN.

The table below provides an overview on the OAM actions that need to be taken in a few typical scenarios. Only the actions directly related to shared network support for connected mode are indicated, e.g. actions required to align the idle mode with connected mode behaviour have not been indicated as they are common to all solutions. 
Scenario
SAG-based OAM Actions
Action to be taken in



Own Operator’s
Other Operator’s



RAN
CN
RAN
CN

Add new cell in existing LA
-      No access right related action in 

        UTRAN (Note 1)
No
No
No
No

Change access right for a cell
· Update SAG access configuation
· Move cell to another LA (existing or new)
Yes
Yes (if new LA is needed)
No
No

Change access rights for all cells in an LA
-      Update SAG access configuration
Yes
No
No
No

New roaming agreement added for own operator
· Add new IMSI, and update mapping IMSI -> Groups (no new SAG needed)
No
Yes
No
Yes

3rd operator joins shared network
· Define new SAG’s, 

· Update SAG member mapping tables

· Update SAG access configuration
Yes
Yes
Yes
Yes

Note 1 - As indicated in Section 6.3 it is proposed to signal the SAG-access information per cell. This is because most/all radio attributes are signalled on cell level. Since the SAG-access information will be identical for all cells in an LA, the information only needs to be configured once per LA/DRNC.
As is clear from the table above, in the SAG based solution the actions one operator takes on cell and LA level do not require O&M actions in the networks of the sharing operators.  Co-ordination between networks is only required when the definition and mapping of groups needs to be changed (new roaming agreements, or new sharing partner).
---< other parts left out >-----

6.4.3   O&M configuration and co-ordination

In this solution, it should be possible to configure the UE(LA-restriction mapping tables for all networks part of the shared network in every MSC/SGSN.

The table below provides an overview on the OAM actions that need to be taken in a few typical scenarios. Only the actions directly related to shared network support for connected mode are indicated, e.g. actions required to align the idle mode with connected mode behaviour have not been indicated as they are common to all solutions. 

Scenario
LA-based OAM Actions
Action to be taken in



Own Operator’s
Other Operator’s



RAN
CN
RAN
CN

Add new cell in existing LA
-      No access right related action in 

        UTRAN (Note 1)
No
No
No
No

Change access right for a cell
· Move cell to another LA, 
OR

· Define new LA for cell

· Take all necessary actions for new LA-Id change (Note 1)
Yes
Yes (if new LA is needed)
No
Yes (if new LA is needed)

Change access rights for all cells in an LA
· Allocate new LA-Id
· Take all necessary actions related to LA-Id change (Note 1)
OR

· Update MSC/SGSN mapping tables
Yes
Yes
No
Yes

New roaming agreement added for own operator
· Add new IMSI, and update mapping IMSI -> LAs
No
Yes
No
Yes

3rd operator joins shared network
· Potentially extensive re-allocation of LA-Id’s

· Take all necessary actions related to LA-Id change (Note 1)

· Update MSC/SGSN mapping tables
Yes
Yes
Yes
Yes

Note 1: 
In general changing LA-Id’s may have a lot of consequences (See Section 6.6.5).

As is clear from the table above, in the LA based solution, an operator can only take actions on cell level without the need for co-ordination with other sharing operators. All actions that require changes to LAs (LA definitions or access rights) require co-ordination between all sharing operators. 
----< other parts removed>---

6.5.4 O&M configuration and co-ordination

In this solution, it should be possible to configure the SNA information in the UTRAN per cell (for cells which have different access rights for different users), and the UE(SNA-restriction mapping tables in every MSC/SGSN.

The table below provides an overview on the OAM actions that need to be taken in a few typical scenarios. . Only the actions directly related to shared network support for connected mode are indicated, e.g. actions required to align the idle mode with connected mode behaviour have not been indicated as they are common to all solutions. 

Scenario
SNA-based OAM Actions
Action to be taken in



Own Operator’s
Other Operator’s



RAN
CN
RAN
CN

Add new cell in existing LA
-      No access right related action in 

        UTRAN (Note 1)
No
No
No
No

Change access right for a cell
· Move cell to another SNA, or

· Define new SNA for cell

· Move cell to another LA
Yes 
Yes(if new SNA is needed)
No
Yes (if new SNA is needed)

Change access rights for all cells in an LA
-      Assign another SNA id to LA
Yes
No
No
No

New roaming agreement added for own operator
· Add new IMSI, and update mapping IMSI -> SNAs (no new SNA needed)
No
Yes
No
Yes

3rd operator joins shared network
· Define new SNAs 

· Update SNA mapping tables

· Update SNA configuration
Yes
Yes
Yes
Yes

Note 1:
As indicated in Section 6.5 it is proposed to signal the SNA information per cell. This is because most/all radio attributes are signalled on cell level. Since the SNA  information will be identical for all cells in an LA, the information only needs to be configured once per LA/DRNC.

As is clear from the table above, in the SNA based solution the actions one operator takes on cell and LA level (if all possible SNAs have been defined initially, so no new SNAs are required) do not require O&M actions in the networks of the sharing operators.  Co-ordination between networks is only required when the definition and mapping of groups needs to be changed (new roaming agreements, or new sharing partner).

---<other parts removed>---

6.6.4 O&M configuration and co-ordination

In this solution, it should be possible to configure the UE(LA-restriction mapping tables in every MSC/SGSN.

The table below provides an overview on the OAM actions that need to be taken in a few typical scenarios. Only the actions directly related to shared network support for connected mode are indicated, e.g. actions required to align the idle mode with connected mode behaviour have not been indicated as they are common to all solutions. 

Scenario
<TBD>-based OAM Actions
Action to be taken in



Own Operator’s
Other Operator’s



RAN
CN
RAN
CN

Add new cell in existing LA
-      No access right related action in 

        UTRAN (Note 1)
No
No
No
No

Change access right for a cell
· Move cell to another LA, or

· Define new LA for cell

· Take all necessary actions for new LA-Id change (Note 1)
Yes
Yes (if new LA is needed)
No
No (only for networks interconnected using Iur )

Change access rights for all cells in an LA
· Allocate new LA-Id

· Take all necessary actions related to LA-Id change (Note 1)
OR 

· Update MSC/SGSN mapping tables
Yes
Yes
No
No (only for networks interconnected using Iur)

New roaming agreement added for own operator
· Add new IMSI, and update mapping IMSI -> LAs
No
Yes
No
Yes

3rd operator joins shared network
· Potentially extensive re-allocation of LA-Id’s

· Take all necessary actions related to LA-Id change (Note 1)

· Update MSC/SGSN mapping tables
Yes
Yes
Yes
Yes

Note 1: 
In general changing LA-Id’s may have a lot of consequences (See Section 6.6.5).

With the <TBD>based solution, the O&M co-ordination drawbacks of the LA based solution (see Section 6.4.3) are removed by using the Information Exchange procedure over Iur (and similar new to be defined procedure of Iu). This however is only valid if all networks of the sharing operators are interconnected using Iur. 
---<other parts removed>---

6.7.4 Operations And Maintenance (OAM) aspects

6.7.4.1  O&M configuration and co-ordination

As can be identified from the O&M configuration and co-ordination sections (Sections 6.3.4, 6.4.3, 6.5.4, 6.6.4), for the LA solution the typical scenarios require OAM actions to be taken at the RAN and all involved CNs (i.e. all CNs of sharing operators and neighbouring CNs). This is especially true considering the practical restrictions of re-ordering the LA-ids into LAC ranges: a change of one LA will ripple through to all CNs.  The O&M configuration and co-ordination of the LA solution for network sharing will increase in complexity with the size of the combined networks. The <TBD> based solution removes the aforementioned drawbacks of the LA-based solution by using the Information Exchange procedures of Iur (and similar new to be defined procedures over Iu) that automate the required O&M actions. This however only is only valid if the networks of all sharing operators are interconnected via Iur.
With the SAG based solution, the most frequent O&M actions taken on cell and LA level do not require O&M actions in the networks of the sharing operators.  Co-ordination between networks is only required when the definition and mapping of groups needs to be changed (new roaming agreements, or new sharing partner). This is true for the SNA based solution as well, if all possible SNAs that can exist between the sharing operators are defined atforehand.
6.7.4.2 Data storage requirements of the different solutions
For the shared network support in connected mode, the RAN requires information on the possible access restrictions that exist for the UEs that are within it’s coverage. The solutions as described in this report all provide this information in a different way, and thus have different requirements on the amount of data that needs to be stored in the RAN and CN for this purpose.   
The data storage for the different solutions are summarized below, both for the RAN and the CN. 
Solution
RAN data storage requirement
CN data storage requirement

SAG
· For each LA of the RAN, the SAG access information is configured (allowed/not allowed groups)
· For each UE within coverage of the RAN, the SAG member information is stored (after reception from the CN)
· For each IMSI series that represent a roamer in the shared network, the mapping towards a subscriber access group. 
· 

LA
· For each UE within coverage of the RAN, the list of allowed/not allowed LAs is stored (after reception from the CN)


· For each IMSI series that represent a roamer in the shared network, the list of allowed/not allowed LAs. 



SNA
· For each LA of the RAN, it is configured to which SNA it belongs.
· For each UE within coverage of the RAN, the list of allowed SNAs is stored (after reception from the CN)
· For each IMSI series that represent a roamer in the shared network, the list of allowed SNAs.



<TBD>
· For each LA, it is configured which UEs (IMSI series) are allowed/not allowed. This not only for the local RAN, but for every LA that exists in the networks of the sharing operators (reachable over Iur). 
· 
· For each IMSI series that represent a roamer in the local network, the list of allowed/not allowed LAs.



Referring to the table above, the following can be concluded:

· the CN data storage requirements are equal for most solutions;  for the <TBD> solution only the roamers of the local network need to be considered;

· the RAN data storage requirements for the SAG, SNA and LA based solution are linear to the size of the RAN itself, as it is directly based on the number of LAs that are defined in the RAN, and the number of UEs that are visiting the RAN. For the <TBD> solution, every RNC needs to be configured for all LAs that exist in the networks of the sharing operators. Moreover, as the number of international roaming agreements that a particular operator may have can be quite large, the resulting list of LAs times roaming agreements will be very large. 
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